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ABSTRACT: The principle of integrity is actually at times encompassed include validating that the source of the 

information is the same as the stated resource. Timestamps, as well as information sequence amounts, can safeguard 

versus "replay attacks," however, again, they are not considered safe unless they are defended through security. Security 

is constantly family member, never downright. For every single protection, there is actually (or are going to quickly be 

actually) a successful attack. For each attack, there is actually (or will certainly soon be) productive self-defence. Merely 

effort and time are truly at issue. The better the self-defence, the even more effort and time it needs to breach. This paper 

provides a comprehensive study on secure communications and wireless personal are a networks(WPAN). 
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I. INTRODUCTION 
 

Wireless networks may be classified into 4 particular groups according to the area of use and also the signal array [1-3]: 

Wireless Personal-Area Networks (WPAN), Wireless Local-Area Networks (WLANs), Wireless Metropolitan-Area 

Networks (WMAN), and also Wireless Wide-Area Networks (WWANs). Figure 1 illustrates these four categories. 

 

 
 

Figure 1: Wireless networks classification 

 

Additionally, wireless networks may be likewise split right into a pair of broad sectors: short- variety and long-range. 

Short-range wireless pertains to networks that are limited to a minimal place. This puts on a computer network (LANs), 

such as company structures, school universities, making plants or residences, in addition to private place networks (Pots) 

where transportable computers within close distance to each other necessity to communicate. These networks generally 

operate over unlicensed scope reserved for commercial, clinical as well as clinical (ISM) utilization. The on-call 

frequencies vary from country to country. The absolute most common regularity bands go to 2.4 GHz as well as at 5 GHz, 

which are available throughout most of the globe. The accessibility of these regularities makes it possible for individuals 

to work wireless networks without acquiring a certificate, and also without charge. As a permit is not needed for usage, 
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this has promoted the expansion of such networks. 

In long-range networks, connectivity is usually offered through a business that sells wireless connectivity as a solution. 

These networks stretch over big locations including a metropolitan area (WMAN), a state or even district, or even a whole 

country. The target of long-range networks is actually to offer wireless coverage worldwide. One of the most usual 

long-range networks is wireless wide place network (WWAN). When correct international coverage is needed, GPS 

networks are additionally offered. 

 

II. WIRELESS PERSONALAREA NETWORKS (WPAN) 
 

Wireless Personal Area Networks are based on the IEEE 802.15 [http://en.wikipedia.org/wiki/IEEE_802.15] typical 

[3-4] They permit communication in a very short variation, of regarding 10 meters. Unlike various other wireless 

networks, a connection helped make via a WPAN entails little or even no commercial infrastructure or direct connectivity 

to the field outside the web link. This allows small, power-efficient, inexpensive solutions to become implemented for a 

wide variety of devices including a smartphone and also a PERSONAL ORGANIZER. 

These networks are characterized by low energy demands and also a low little price. Such type of networks relies on 

technologies like Bluetooth, IrDA, ZigBee or UWB. Coming from an application standpoint, Bluetooth is meant for a 

wireless mouse, keyboard, and also hands-free headset, IrDA is intended for point-to-point web links in between two 

devices for basic records transfers and also documents synchronization, ZigBee is developed for reliable wirelessly 

on-line tracking and management networks and also, UWB is oriented to high-bandwidth multimedia links. 

Little bit Cost is the number of little bits transferred or received per unit of time (System: bps or even bit/s). 

A Modem is a device that allows a computer system to transfer and also obtain information. 

 

Bluetooth. 

Bluetooth corresponds to the IEEE 802.15.1 requirement. Initially, Bluetooth was created for low energy consumption, 

short selection and Omni-directional (indicate multipoint) communications, as well as inexpensive devices, to become 

used as a cord substitute, connecting units through an ad hoc link of radio emission. Nowadays designers are designing 

Bluetooth-enabled parts and also devices for a variety of additional applications. This technology works for three various 

training class of units: Class 1, lesson 2 and also class 3 where the selection has to do with 100 meters, 10 gauges and also 

1 gauge specifically. Using the 2.4 GHz band, 2 tools within the coverage stable of one another can easily share 

approximately 720 Kbps of capacity or even move cost.  

 

A Bluetooth network has also named a piconet, as well as is comprised of as much as 8 active tools in a master-slave 

relationship. The first Bluetooth gadget in the piconet is the master, and all various other tools are slaves that connect 

along with the owner. A piconet generally possesses a variety of 10 gauges, although series of around one hundred gauges 

can be gotten to under perfect scenarios. To provide security, each hyperlink is encoded and also safeguarded versus 

eavesdropping as well as obstruction. Two piconets may be attached to develop a scattered. A Bluetooth gadget may join 

several piconets simultaneously, therefore allowing the opportunity that info can stream beyond the protection area of the 

singular piconet. A tool in a scatternet may be a slave in several piconets, yet master in only one of all of them. 

 

 
 

Figure 2: Bluetooth scatternet comprising two piconets. The Master in piconet A is a slave in piconet B. 
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 IrDA 

The Infrared Data Association (IrDA) defines a full collection of infrared interactions specifications. IrDA describes that 

set of criteria as well as is utilized to give wireless connection to gadgets that will ordinarily utilize cables for connection. 

IrDA is a low-power, reasonable, unidirectional (indicate score), slender viewpoint (< 30º) conoid, impromptu data 

gearbox regular made to operate over a distance of approximately 1 meter and also at rates of 9600 bps to 4 Mbps 

(currently), 16 Mbps (under progression). A number of the units that make use of IrDA are laptops, Personal organizers, 

ink-jet printers and cameras. 

 

 
 

Figure3:  IrDA communication between a PDA and a printer (point to point) 

 

 ZigBee 

ZigBee is based upon the IEEE 802.15.4 regular and was developed as an available global requirement to address the 

distinct demands of very easy application, higher integrity, low-cost, low-power as well as low-data cost wireless unit 

networks. ZigBee functions the illegal bands consisting of 2.4 GHz, 900 MHz as well as 868 MHz at an optimum move 

rate of 250 Kbps, enough to please sensing unit as well as computerization demands making use of wireless. 

ZigBee also offers for generating larger wireless networks certainly not demanding high records throughput. Two 

different unit types can easily join a ZigBee network: Total- functionality tools (FFD) as well as reduced-function units 

(RFD). FFDs may work in 3 settings serving as a WPAN planner, organizer or gadget. RFD is merely aimed for very 

simple requests, such as an easy switch. ZigBee supports three various geographies: star, mesh, and also collection tree, 

which are shown in Figure 4. In the star topology, the communication is created between gadgets as well as a solitary 

central operator, called the WPAN coordinator In the mesh geography, any kind of tool can easily interact with some 

other unit so long as they reside in series of one another. Cluster-tree network is a diplomatic immunity of a screen 

network through which very most tools are FFDs as well as an RFD might attach to a cluster-tree network as a leaf nodule 

at the end of a branch. Any of the FFD can act as a modem and give synchronization solutions to other devices as well as 

modems. A single of these hubs is the WPAN planner. 
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Figure 4: ZigBee network structure diagram 

 

 UWB 

Based on the IEEE 802.15.3 conventional, Ultra Wide Band (UWB) modern technology has just recently enticed a lot of 

interest as an inside short-range high-speed wireless communications. UWB performs a very different function than the 

other technologies stated in this part. UWB permits the activity of huge data at high information fees over short 

proximities. Thus, UWB has a record transmission over 110 Mbps as much as 480 Mbps at distances approximately 

handful of gauges which may please the majority of the interactives media treatments like audio and video distribution 

in-residence media and it can easily additionally work as a wireless cable replacement of high-speed serial bus including 

USB 2.0 and IEEE 1394. In the United States, regularities for UWB have been allowed in the 3.1 GH to 10.6 GHz band. 

Nonetheless, in Europe, the frequencies include 2 components: from 3.4 GHz to 4.8 GHz and also 6 GHz to 8.5 GHz. 

UWB transmissions send relevant information by generating broadcast energy at details periods and also taking up 

sizable transmission capacity, see Figure 5, therefore permitting rhythm- position or opportunity modulation. The details 

can easily likewise be modulated on UWB signals (pulses) by inscribing the polarity of the rhythm, its bigness and/or by 

using orthogonal rhythms. UWB pulses could be sent out sporadically at relatively reduced pulse prices to sustain 

opportunity or even posture inflexion, however, can easily likewise be sent out at rates approximately the inverse of the 

UWB pulse transmission capacity. 

 

 
Figure 5: UWB power and frequency bandwidth usage. 

 

III. SECURECOMMUNICATIONS 

 

Communications security is often defined in relations to 3 factors: Authorization, privacy and also stability [1] 

Authentication guarantees that nodules are who as well as what they assert to be. 

Verification is normally based upon illustrating expertise of a mutual trick, including a username and also security 
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password set. In even more structure systems, the property of the shared trick might be demonstrated by confirming 

belongings of a token that is more difficult to swipe or build, such as a certification or even a smart card. 

Confidentiality ensures that eavesdroppers may not check out network web traffic. 

Privacy is usually protected through encrypting the components of the notification. Shield of encryption administers a 

known, relatively easy to fix procedure of makeover (called a cypher or encryption algorithm) to the authentic message 

components (named the plaintext), scrambling or even disguising all of them to develop the ciphertext. Merely those who 

recognize how to turn around the procedure (decrypt the information) can easily bounce back the original message. The 

absolute most popular types of encryption are mathematical improvements which make use of an adjustable gotten in 

touch with a crucial as a portion of their adjustments. The designated receiver should recognize both the right approach 

and also the value of the secret that was used, to have the capacity to decrypt the notification. For office file encryption 

plans, the approach will certainly be public knowledge. Defending the privacy of the crucial end up being vital. 

Stability guarantees that messages are supplied without modification. 

In the context of interactions security, it pertains to the ability to make certain that the message obtained has not been 

changed whatsoever as well as corresponds to the notification that was sent. The Frame Check Out Sequence (FCS) bytes 

are one instance of an integrity examination, but they are not considered safe and secure. The average FCS bytes are 

certainly not calculated over the plaintext message as well as guarded by file encryption. Instead, they are computed over 

the ciphertext, utilizing a recognized strategy and sent in the clear (unencrypted). The FCS bytes assist to pinpoint 

packages that have been inadvertently wrecked en route. An assaulter, nonetheless, might recalculate the common FCS 

(for instance, to hide their calculated modification of a package they captured and also retransmitted). The harder it is 

actually for an aggressor to correctly recalculate the stability examination series or even security hash functionality, a lot 

more reliable a test of message integrity it is. 

The ideal defence is the one that is balanced which matches the predicted variety of attacks. Equilibrium is necessary for 

a pair of senses. To begin with, the weakest web link should be actually safe and secure good enough. Second, the passive 

elements of authentication, security, as well as integrity examination must be backed up by active elements like tracking 

and also seeking sought breaches, keeping security discipline, etc. The appropriate self-defence is one through which a 

violation demands just somewhat more effort and time coming from attackers than they want to commit. Security 

measures establish prices and also constraints on the guardian. Like some other service selection, these give-and-takes 

should be made along with eyes open 

Security threat assessment is important thus as to produce a listing of threats a network leans to as well as the severeness 

each has on the network. Base upon this a good security plan is brought in to speak up for the network. It is certainly not 

sensible or feasible to safeguard any network against all achievable attacks. The objective, having said that, is to decrease 

affiliated danger to an acceptable level. 

 

IV. CONCLUSION 
 

Security threat assessment is important thus as to produce a listing of threats a network leans to as well as the severeness 

each has on the network. Base upon this a good security plan is brought in to speak up for the network. It is certainly not 

sensible or feasible to safeguard any network against all achievable attacks. The objective, having said that, is to decrease 

affiliated danger to an acceptable level. This paper providesa comprehensive study on secure communications and 

wireless personal are a networks (WPAN). 

 

REFERENCES 

 

 

1) S. McQuerry, Wireless LANs: Extending the Reach of a LAN, Cisco Press, 2008, retrieved 09 July 2008 

2) L. Phifer, Ten Steps to Wireless LAN Security, Search Networking, retrieved 09 July 2008, 

3) Network security- Learning Space, Threats to CommunicationNetworks,retrieved 10 July 2008 

4) B. Potter & B.Fleck, 802.11 Security: Attacks and Risks, Search Networking, 2003, retrieved 10 July2008 

5) Pushpa Mannava, "An Overview of Cloud Computing and Deployment of Big Data Analytics in the Cloud", 

International Journal of Scientific Research in Science, Engineering and Technology (IJSRSET), Online ISSN : 

2394-4099, Print ISSN : 2395-1990, Volume 1 Issue 1, pp. 209-215, 2014. Available at doi : 

https://doi.org/10.32628/IJSRSET207278  

6) Pushpa Mannava, "Role of Big Data Analytics in Cellular Network Design", International Journal of Scientific 

Research in Science and Technology (IJSRST), Online ISSN : 2395-602X, Print ISSN : 2395-6011, Volume 1 Issue 1, 

pp. 110-116, March-April 2015. Available at doi : https://doi.org/10.32628/IJSRST207254 

 

http://www.ijirset.com/


International Journal of Innovative Research in Science, Engineering and Technology (IJIRSET) 

         | e-ISSN: 2319-8753, p-ISSN: 2320-6710| www.ijirset.com | Impact Factor: 7.512| 

|| Volume 9, Issue 8, August 2020 ||  

 

IJIRSET © 2020                         |     An ISO 9001:2008 Certified Journal   |                                 7889  

 

 

7) Kiran Kumar S V N Madupu, "Challenges and CloudComputing Environments Towards Big Data", International 

Journal of Scientific Research in Science, Engineering and Technology (IJSRSET), Online ISSN : 2394-4099, Print 

ISSN : 2395-1990, Volume 1 Issue 1, pp. 203-208, 2014. Available at doi : https://doi.org/10.32628/IJSRSET207277 

8) Pushpa Mannava, “A Study on the Challenges and Types of Big Data”, “International Journal of Innovative 

Research in Science, Engineering and Technology”, ISSN(Online) : 2319-8753, Vol. 2, Issue 8, August 2013 

9) Pushpa Mannava, “Data Mining Challenges with Bigdata for Global pulse development”, International Journal of 

Innovative Research in Computer and Communication Engineering, ISSN(Online): 2320-9801, vol 5, issue 6, june 

2017 

10) Kiran Kumar S V N Madupu, "Tool to IntegrateOptimized Hardware and Extensive Software into Its Database to 

Endure Big Data Challenges", International Journal of Scientific Research in Computer Science, Engineering and 

Information Technology (IJSRCSEIT), ISSN : 2456-3307, Volume 5, Issue 5, pp. 272-279, September-October 2019. 

Available at doi : https://doi.org/10.32628/CSEIT206275  

11) Kiran Kumar S V N Madupu, "Key Methodologies for Designing Big Data Mining Platform Based on 

CloudComputing", International Journal of Scientific Research in Computer Science, Engineering and Information 

Technology (IJSRCSEIT), ISSN : 2456-3307, Volume 1 Issue 2, pp. 190-196, September-October 2016. Available at 

doi : https://doi.org/10.32628/CSEIT206271  

12) Kiran Kumar S V N Madupu, "Opportunities and Challenges Towards Data Mining with Big Data", International 

Journal of Scientific Research in Science and Technology (IJSRST), Online ISSN : 2395-602X, Print ISSN : 

2395-6011, Volume 1 Issue 3, pp. 207-214, July-August 2015. Available at doi : 

https://doi.org/10.32628/IJSRST207255  

13) Kiran Kumar S V N Madupu, "A Survey on Cloud Computing Service Models and Big Data Driven Networking", 

International Journal of Scientific Research in Science and Technology (IJSRST), Online ISSN : 2395-602X, Print 

ISSN : 2395-6011, Volume 4 Issue 10, pp. 451-458, September-October 2018. Available at doi : 

https://doi.org/10.32628/IJSRST207257  

14) Pushpa Mannava, "Big Data Analytics in Intra-Data Center Networks and Components Of Data Mining", 

International Journal of Scientific Research in Computer Science, Engineering and Information Technology 

(IJSRCSEIT), ISSN : 2456-3307, Volume 1 Issue 3, pp. 82-89, November-December 2016. Available at doi : 

https://doi.org/10.32628/CSEIT206272 

15) Kiran Kumar S V N Madupu, “Data Mining Model for Visualization as a Process of Knowledge Discovery”, 

International Journal of Advanced Research in Electrical, Electronics and Instrumentation Engineering, ISSN: 2278 – 

8875, Vol. 1, Issue 4, October 2012. 

16) Kiran Kumar S V N Madupu, “Advanced Database Systems and Technology Progress of Data Mining”, 

International Journal of Innovative Research in Science, Engineering and Technology, ISSN: 2319 – 8753, Vol. 2, 

Issue 3, March 2013  

17) Kiran Kumar S V N Madupu, “Functionalities, Applications, Issues and Types of Data Mining System”, 

International Journal of Innovative Research in Computer and Communication Engineering, Vol. 5, Issue 8, August 

2017 

18) Pushpa Mannava, "Research Challenges and Technology Progress of Data Mining with Bigdata", International 

Journal of Scientific Research in Computer Science, Engineering and Information Technology (IJSRCSEIT), ISSN : 

2456-3307, Volume5 Issue 4, pp. 08-315, July-August 2019. Available at doi : https://doi.org/10.32628/CSEIT206274 

19) Ramesh Gadde, Namavaram Vijay, “A SURVEY ON EVOLUTION OF BIG DATA WITH HADOOP” in 

“International Journal of Research In Science & Engineering”, Volume: 3 Issue: 6 Nov-Dec 2017. 

20) Pushpa Mannava, "A Comprehensive Study on The Usage of Big Data Analytics for Wireless and Wired 

Networks", International Journal of Scientific Research in Science and Technology (IJSRST), Online ISSN : 

2395-602X, Print ISSN : 2395-6011, Volume 4 Issue 8, pp. 724-732, May-June 2018. Available at doi : 

https://doi.org/10.32628/IJSRST207256 

21) Pushpa Mannava, “A Big Data Processing Framework for Complex and Evolving Relationships”, International 

Journal of Advanced Research in Electrical, Electronics and Instrumentation Engineering, ISSN: 2278 – 8875, Vol. 1, 

Issue 3, September 2012  

22) Sugandhi Maheshwaram, “An Overview of Open Research Issues in BigData Analytics” in “Journal of Advances in 

Science and Technology”, Vol. 14, Issue No. 2, September-2017 [ISSN : 2230-9659] 

23) Sugandhi Maheshwaram, S. Shoban Babu, “An Overview towards the Techniques of Data Mining” in 

“RESEARCH REVIEW International Journal of Multidisciplinary”, Volume-04, Issue-02, February-2019  [ISSN : 

2455-3085] 

24) Yeshwanth Rao Bhandayker , “Artificial Intelligence and Big Data for ComputerCyber Security Systems” in 

“Journal of Advances in Science and Technology”, Vol. 12, Issue No. 24, November-2016 [ISSN : 2230-9659] 

25) Yeshwanth Rao Bhandayker , “A Study on the Research Challenges and Trends of Cloud Computing” in 

“RESEARCH REVIEW International Journal of Multidisciplinary ”, Volume-04, Issue-02, February-2019  [ISSN : 

http://www.ijirset.com/
https://doi.org/10.32628/IJSRSET207277


International Journal of Innovative Research in Science, Engineering and Technology (IJIRSET) 

         | e-ISSN: 2319-8753, p-ISSN: 2320-6710| www.ijirset.com | Impact Factor: 7.512| 

|| Volume 9, Issue 8, August 2020 ||  

 

IJIRSET © 2020                         |     An ISO 9001:2008 Certified Journal   |                                 7890  

 

 

2455-3085] 

26) Sugandhi Maheshwaram & S. Shoban Babu, “An Overview towards the Techniques of Data Mining”, 

RESEARCH REVIEW International Journal of Multidisciplinary, Vol 4, Issue 2, Feb 2019 

27) Yeshwanth Rao Bhandayker, “AN OVERVIEW OF THEINTEGRATION OF ALL DATA MINING AT 

CLOUD-COMPUTING” in “Airo International Research Journal”, Volume XVI, June 2018  [ISSN : 2320-3714] 

28) Yeshwanth Rao Bhandayker, “Security Mechanisms for Providing Security tothe Network” in “International 

Journal of Information Technology and Management”, Vol. 12, Issue No. 1, February-2017, [ISSN : 2249-4510] 

29) Sugandhi Maheshwaram, “A Comprehensive Review on theImplementation of Big Data Solutions” in 

“International Journal of Information Technology and Management”, Vol. XI, Issue No. XVII, November-2016 [ISSN : 

2249-4510] 

30) Malyadri. K, “Architecture and Components of Cloud-Based ML Framework”, International Journal of Advanced 

Research in Electrical, Electronics and Instrumentation Engineering, Vol. 8, Issue 1, January 2019 

31) Malyadri. K, “An Overview towards the Different Types of Security Attacks", International Journal of Innovative 

Research in Computer and Communication Engineering, Vol. 2, Issue 8, August 2014 

32) Malyadri. K, “Security Threats, Security Vulnerabilities and Advance Network Security Policies”, International 

Journal of Innovative Research in Science, Engineering and Technology, Vol. 2, Issue 9, September 2013 

33) Malyadri. K, “Need for Key Management in Cloud and Comparison of Various Encryption Algorithm”, 

International Journal of Scientific Research in Computer Science, Engineering and Information Technology , volume 1, 

issue 1, July-August 2016 

34) Malyadri. K, “Cloud-Based Ml Framework Working with Analytic Tools”, International Journal of Scientific 

Research in Science and Technology, Volume 6, Issue 6, November-December-2019 

35) Pushpavathi Mannava, Vijay Namavaram, “A STUDY ON THE ROLE OF DATA MINING TOWARDS 

INFORMATION SECURITY”, Airo International Research Journal, Vol 20, Issue 1, January 2020 

36) Pushpavathi Mannava, Vijay Namavaram, “A COMPREHENSIVE STUDY ON PPDM AND CODE REUSE 

ATTACKS”, Airo International Research Journal, Volume XVI, October 2018 

37) Pushpavathi Mannava, “Applying Data Mining Strategies towards Evaluation of the Selected Decision Tree 

Model”, International Journal of Science, Engineering and Management (IJSEM), Vol 4, Issue 4, April 2019 

38) Pushpavathi Mannava, “An Overview of Machine Learning and Deep Learning”, International Journal of 

Research, Volume VIII, Issue III, March 2019. 

39) Sudheer Kumar Shriramoju, Surya Teja N, “Security in Different Networks and Issues in Security Management”, 

International Journal of Innovative Research in Computer and Communication Engineering, Vol. 8, Issue 2, February 

2020 

40) Sudheer Kumar Shriramoju, "Access Control and Density Based Notion of Clusters", International Journal of 

Scientific Research in Science and Technology (IJSRST), Online ISSN : 2395-602X, Print ISSN : 2395-6011, Volume 

1 Issue 3, pp. 215-220, July-August 2015. 

41) Sudheer Kumar Shriramoju, “Review on NoSQL Databases and Key Advantages of Sharepoint”, International 

Journal of Innovative Research in Science, Engineering and Technology, ISSN(Online): 2319-8753, ISSN (Print): 

2347-6710, Vol. 7, Issue 11, November 2018. 

42) Sudheer Kumar Shriramoju, “Capabilities and Impact of SharePoint On Business”, International Journal of 

Scientific Research in Computer Science, Engineering and Information Technology (IJSRCSEIT), ISSN : 2456-3307, 

Volume 2, Issue 6, November-December-2017. 

43) Sudheer Kumar Shriramoju, “Security Level Access Error Leading to Inference and Mining Sequential Patterns”, 

International Journal of Scientific Research in Science, Engineering and Technology, Volume 2, Issue 4, July-August 

2016 

44) Sudheer Kumar Shriramoju, “An Overview on Database Vulnerability and Mining Changes from Data Streams”, 

International Journal of Information Technology and Management, Vol. VII, Issue No. IX, August-2014 

45) Sudheer Kumar Shriramoju, “A Comprehensive Review on Database Security Threats and Visualization Tool for 

Safety Analyst”, International Journal of Physical Education and Sports Sciences, Vol. 14, Issue No. 3, June-2019 

46) Sudheer Kumar Shriramoju, “Integrating Information from Heterogeneous Data Sources and Row Level 

Security”, Journal of Advances and Scholarly Researches in Allied Education, Vol. IV, Issue No. VIII, October-2012 

47) Sudheer Kumar Shriramoju,, “A Review on Database Security and Advantages of Database Management 

System”, Journal of Advances in Science and Technology, Vol. V, Issue No. X, August-2013 

 

 

 

 

 

http://www.ijirset.com/

