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ABSTRACT: This paper reveals basics of Digital (Image) Forensics.One of the most successful application digital 
image forgery detection has recently received significant attention, especially during the past few years. At least two 
trend account for this: the first accepting digital image as official document has become a common practice, and the 
second the availability of low cost technology in which the image could be easily manipulated. Even though there are 
many systems to detect the digital image forgery, their success is limited by the conditions imposed by many 
applications. Most existing techniques to detect such tampering are mainly at the cost of higher computational 
complexity.Copy-Move forgery is a specific type of image forgery,in which a part of digital image is copied and pasted 
to another part in the same image. In this paper we propose a method to detect duplicatedregions in an image using 
using Zernike moments. By using Zernike moments we can detect duplicatedregions even if they scaled or rotated, but 
these features cannot find flat duplicated regions. Zernike moments can solve thisproblem; we will apply Zernike 
moments on such regions, So duplicated region in all over the image even in flat regions will detected while the process 
time isefficient.Then works by first applying DWT (Discrete Wavelet Transform) tothe input image to yield a reduced 
dimension representation. Then the compressed image is divided into overlapping blocks.These blocks are then sorted 
and duplicated blocks are identifiedas similarity criterion. Finally, the feature vectors are lexicographically sorted, and 
duplicated image blocks will be matched. 
 
KEYWORDS:Digital image forensic; Image forgery;Region duplication; Copy-paste forgery detection; Block based; 
Zernike Moment; Spatial Domain; Transform Domain; DWT;  
 

I. INTRODUCTION 
 
1.1 DIGITAL FORENSIC INVESTIGATING THE IMAGE FORGERY 
  
Investigating the possibility of recognizing the forgery by using spatial & transform domain studying potential 
anomalies in the properties of the fake image with respect to theoriginal image. “Communication is not  a system of  
information, but an integral part of education and development” and there are lots of images are used such  as, 
soauthenticating images is very important.The latest image technology have given forgery require tools for changing 
and using the contents of digital images to the aim of adding deceptive object to the images with no noticeable features 
[55]. It is suggestedby many researchers to establish images authentcater todetect these activities  and In the recent past 
large amount of digital image manipulation could be seen  manyapplications such as criminal investigation,journalism, 
intelligence services and news paper, magazine, fashion Industry, Scientific Journals. Result as a, high-tech crimes, 
commercial fraud and other phenomena involve computers. Digital forensics is concerned with the use of digital image 
or digital document file as source of evidence in investigations and legal proceedings.Digital Image Forensics can be 
subdivided into three branches are:- 1)  image source identification; 2) Computer generated image recognition and 3) 
Image forgery detection.Detecting an emerging field of research of image forgery.Modification and manipulated of 
digital images can be easily performed by the available sophisticated image  software’s like a Adobe Photoshop, Corel 
Draw or Gimp. As the Digital image Forensic softwares have been developed, even people who are not experts in  
Digital image Forensic can easily alter and find digital images. It brings about great benefits, but also side effects: a 
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number of forgery images have recently been distributed or have even been published  by major newspapers. Therefore, 
it is important to verify the authenticity of digital images. Forgery techniques using typical, copy-move forgery is one 
of the most commonly used methods. The copy-move forgery copies a part of the image and  
pastes it into another part of the image to conceal an evidence or deceive people. 
 
1.2 INTRODUCTION TO IMAGE FORGERY 
 
Image forgeryhistory has recorded that is happen on early as on 1840. Hippolyta banayrd, the first person  to create 
fake image. Image forgery is defined as “adding or removing important features from an image without leaving any 
obvious traces oftampering”, [56]. In terms of Digital image processing, forgery can be defined as changing original 
image information by modifying pixel values to new preferred values so that the changes are not perceivable. This 
means enhancing an image by forgery image in order to clearly express the information content of the image should not 
be taken as forgery, but forgery to deliberately digital images from their time of capture with an intention to change its 
original information is called digital image forgery. It is also called as image forgery. The picture left in Figure 1 below 
is  a spectacular image of a "triple tornado" accompanying Hurricane Lilli, which made landfall in Louisiana in early 
October 2003. However, the same image appeared on page 8 of the fall 2002 issue of Anchor Lines news letter. The 
original image was taken in the Gulf of Mexico back in June 2001 by acrewmember of the C-Rambler, a 240-foot 
supply boat. Someone manipulated the original and turned it into a photograph of three waterspouts, a picture that 
began circulating as an amazing image of a triple tornado associated with the storms of Hurricane Lili in October 2002. 

 
Figure 1: example of C-RAMBLER with a single tornado in the back (left), forged image with 3 tornados (right) 
 
1.3 DETECTION OF COPY- PASTE IMAGE FORGERY 
 
Image forgery is a digital art which needs understanding of image properties and good visual creativity.Forgery image 
for reasons either to enjoy fun of digital works creating incredible image or to produce false evidence. Detection 
ofcopy-paste image forgery is the most common kind of image forgery technique used, where oneneeds to cover a part 
of the image in order to add or remove digital image or digital document file. Textured regions are used as ideal parts 
for copy-paste image forgery. Textured areas have similar color, dynamic range, noise variation properties to that of the 
image, it will be unperceivable for human eye investigating for incompatibilities inimage statistical properties.Although 
possible, this task was both extremely difficult and time-consuming because of the limited devices and tools available. 
Currently, several techniques have been proposed for the exposure of image forgeries in general, and especially copy-
paste forgeries. The existing copy-paste forgery detection techniques are based on the fact that, at the end of the 
manipulation process, the resulting image will have relatively similar areas since the duplicated regions come from the 
same image. Although not always necessary, some additional postprocessing operations are often performed either on 
the copied region before pasting it or on the whole forged image, to make the forgery unnoticeable. Among them, we 
find noise addition, rotation, translation, scaling, loss compression, blurring, flipping, edge sharpening, change of 
intensity, reflection, and contrast changes.  Research in this field aims at detecting duplicated image regions, even if 
they are slightly different from each other and will consequently consist in finding wide relatively identical areas in a 
given image. one type of forgery in which one part of the image itself is copied and pasted into another part of the same 
image. Since the copied region are from the same images, some components (eg. color and noise) will be compatible 
with the rest of the image and therefore will not be detectable using methods that look for incompatibilities in statistical 
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measure in different parts of the image. The easiest way to detect such image forgery is trivially the exhaustive search, 
but this approach has two major drawbacks: 1) It is computationally costly for large images since it takes MN2 steps 
for an image of size M × N and 2) It fails to detect the forgery in case the copied portion has undergone some 
modifications. A second and more efficient approach, which was proposed by Fridrich et al. in [57], is the use of 
autocorrelation properties. Nevertheless, this approach was shown to fail in case the duplicated region is not a large 
portion of the original image.  

 
 
Figure2.  An example of image forgery that appeared in press in July, 2007. The forged image (on the right) shows four 
Iranian missiles but only three of them are real; two different sections (encircled in red and purple, respectively) 
replicate other image sections by applying a copy-paste attack. 
 
1.3.1 Copy paste forgery detection 
 

        
Figure. 3 Detecting image regions forged using the clone brush: (a) the original, image, (b) the forged image, and (c) 

the detected regions 
 
To the best of our knowledge, this survey is the most complete in the field of partition-based copy-move forgery 
detection approaches. Based on the foregoing, the latter approaches can be divided into main classes depending upon 
the partitioning plan. We will classify as block-based approaches the approaches that uniformly partition the image 
into small overlapping/nonoverlapping rectangular or circular partitions called “blocks” of fixed size. 
 

II.  BLOCK BASED DETECTION OF COPY-PASTE FORGERY METHOD. 
 
Block based methodis the regions of the image covered by thematching blocks are the copied and forged regions.And 
subdivided image into blocks for feature extraction and feature vector matching is lexicographical sorting is used; it is 
can detect the large transformation. More memory required & consequently more computation time and more 
accurately detect duplication region in image forgery.  
 
Most of the block-based approaches follow the pipeline described in Figure 4. A detailed description of each step of the 
block-based detection procedure is given in what follows. 
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Figure 4. Common  pipeline for block-based detection of copy-move forgeries. 
 
Steps for block based detection of copy move forgery 
1) Step 
Firstly, takes as an initial input image and then it checks that whether it is RGB or gray image. If the input image is 
RGB, it converts the same into grey scale image.  
 
2) Step 
This processedimage is then divided into various subblocks. These blocks are matched to detect if there is any copy 
move forgery.The input grey scale image into many overlapping blocks (square or circular).Apart from the color 
conversion approach, used a discrete wavelet transform (DWT). The latter technique works by applying DWT to the 
input image and extracting the resulting low-frequency sub band that will be used. Copy-move forgery, the source and 
the target regions are both located in the same image; the forged image must exhibit at least two similar regions. This 
will rarely be the case for a natural image, except for images having two large smooth regions. Thus the detection 
method will mainly search for large similar regions in a given image. To avoid the high computational cost of the 
exhaustive search, the image is first divided into blocks and the comparison is done at a block level. The blocks are 
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either square or circular.Square blocks arethe image is divided into overlapping/nonoverlapping square blocks by 
sliding once along the image a window of size b × b from the upper left corner right down to the lower right cornerof 
the image. 

 
    
   Figure 5. overlapping Square block 4 x4 block division. 
 
The image reduced is divided into all possible blocks of b pixels. And the Block is stored in feature vector of matrix. 
The size of the matrix  is (M-B+1) x (N-B+1) rows and B x B columns, where M and N are the number of rows and 
columns of the chosen image respectively.We have divided four blocks diagonally separately for both diagonals as 
shown in figure 5. 
 

 
 
  Figure 6. Divided four  blocks diagonally separately for both diagonals. 
 
By dividing a block in such manner we get some good features which are highly related. Suppose I have eight block & 
Matrix containing feature vector. For each Block, Bp = 1,2,3,4,..............,8 & feature vector Vp = 1,2,........,8. Then I 
will calculated. 
 
Features vector are calculated according to following equations are:- 
 
 
 
Vp =  
 
 
 
First feature vector p is calculated by averagingpixels of sub block middle (B). These pixels are those which reside in a 
square block with side b*L and with centre same as of the original block where L is a real number between 0 and 1. 
There is no hard and fast rule of calculating the optimum value of L, but this is expected to be between 0.65 and 0.99. 
By doing so we can have a better result because generally border of copied area is more forgery. Feature vectors are 

Average of middle(B)  p = 1 
Average(Bp-1) / Average(B))  2≤ p≤ 5 
Average(Bp) 6 ≤  p ≤ 8 
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calculated by taking the ratio of the average of pixel value of sub block and the average of pixel value of block B. 
These feature vectors are efficient for certain operations. It is good for Gaussian Noise addition. Next feature vector can 
be calculated by taking difference between average of pixel values of each sub block and whole block. These features 
help in giving very good results for constant smoothing. After calculating all the feature vectors, it should be 
normalized in the range of (0,255). Radix sort is applied on these features.  
 
1) Step 
Zernike Moments for image analysis were originally introduced in the 1960s byHu. Using nonlinear combinations of 
regular moments (also referred to as geometric moments); he derived a set of invariant moments, which have the 
desirable properties of being invariant under image translation, scaling, and rotation. Let we have  images training the 
system, the vectors of moments for these images from the zeroth order to the highest order are calculated and stored in 
a database. The vector of moments for the test image is also calculated and compared with the stored vectors on the 
database for finding the best match. The Image forgery recognition process using ZMs. Zernike moment can be used to 
detect flat copied or duplicate region. This method, they were able to reduce false alarms because they considered that 
image is forged only when two block are matched with a minimum of three similar feature blocks. However, thisfeature 
reduces the possibility of detecting flat forgeries. Their method was able to find out the possible geometric 
transformations performed. To account for flat forgeries, Zernike moments are used.Tthey divided the image into 
several sub-blocks and calculated Zernike moments. This involves complex calculations and at the end a feature vector 
with coefficients of Zernike moments is obtained. With respect to certain threshold values, they determined matching 
blocks. For each block, Zernike moments of precise order are computed and arranged in a vector. Blocks will be 
characterized by the magnitude values of the obtained vectors. The method is robust to rotation and noise 
contamination.Zernike Moments have also found a  in the region  of forged image recognition, since they describe the 
shape objects. 

 
Figure 7. image forgery recognition steps using Zernike moment 

 
 ZMs are a class of orthogonal moments that are effective in terms of image representation. They are based on 
orthogonal Zernike radial polynomials. These moments are effectively used for pattern recognition since their 
rotational invariants can be easily constructed to an arbitrary order. The face recognition system based on ZMs 
proceeds as follows. The ZM vectors of the training images are calculated and stored in a database. For an manipulate 
or forged image to be identified; its vector of moments is also calculated and compared with the stored vectors to find 
the closest match.Zernike moments are a set of complex polynomials, it is a complete orthogonal set defined in the 
polar coordinates over the interior of the unit circle. Image feature vector are extracted by the image forged duplicate 
region mapping the image into a set of orthogonal basis functions defined over the unit circle. These features are the 
magnitudes of complex ZMs. Also they keep their magnitude constant at anyrotation.The orthogonal property of ZMs 
makes the forged image reconstruction from its moments computationally simple. It enables one to evaluate the image 
representation ability of each order moment as well as its contribution to the reconstruction process.The complex ZMs 
of order n with repetition rare defined as: 
 

Eq. (1) 
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where n=0,1,2,…,∞ denotes the order of the moment and r denotes the repetition , where 0 ≤│r │≤n and n-│l│is even. 
The symbol * denotes the complex conjugate, and the circular Zernike polynomials Znr are defined over a unit circle 
as:- 
 

 

 
 
 
where Rnr(r) is the radial polynomial, (r) is the length of the vector from the origin to (x,y) pixel, and θ is the angle 
between the radial vector r and the x axis in counter-clockwise direction. 
 
The real-valued radial polynomials, are given by:- 
 

Eq. (3) 
These polynomials are orthogonal within the unit circle, so the analyzed shape of the area of interest has to be 
remapped to be of the same size before calculation of its moments. This implies difficulty in mapping a unit circle to a 
Cartesian grid. To compute the ZMs of a given image, the center of the image is taken as the origin and pixel 
coordinates are mapped to the range of unit circle, i.e., x2 + y2 ≤ 1. The pixels falling outside the unit circle are not 
used in the computation. 

 
 
Figure. 7. The circle can be within the area of interest, losing corner information as in Fig. 6.a); or around the area of 
interest, which then covers areas, where there is no information, but ensures that all the information within the area of 
interest is included as in Fig. 6.b.(53) 
 
• The Zernike moment of an image is defined as:= 

 
     Eq.( 4) 
The orthogonal  of these polynomials assures the reduction in the set of numbers used to describe a shape. The number 
of ZM for any order, n, is given by n+1, while the number of moments up to and  including order n is given as:- 

 Eq.( 5) 
The Euclidean distance between two adjacent pairs of Z calculated. If the distance is smaller than the pre-defined 
threshold D1 we consider the inquired blocks as a pair ofcandidates for the forgery: The Euclidean distance between 
two adjacent pairs of Z calculated. If the distance is smaller than the pre-defined thresholdD1 we consider the inquired 
blocks as a pair ofcandidates for the forgery: 
  
^          ^ p  ^p      ^p                     ^p 

Znr(ݕ,ݔ)= Znr (r cos ߠ, r sin ߠ) =  
Rnr(r) ݁(ߩ)( ߠ ݎ݅) ݌ݔ ≤ 1 Eq. (2)  
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Zp=  (  Z1 , Z2,.....Znmoment-1 , Znmoment),  
 
^            ^ p+1 ^p+1  ^p+1                  ^p+1 
Zp+1=  (  Z1 ,  Z2,.....Znmoment-1  , Znmoment),  
  

 Eq. (6) 
 
The neighboring blocks might result in relatively similar Zernike moments, we calculate the distance between the 
actual blocks of the image as follows:  
 
ඥ(࢏ − ૛(࢑ + ܒ) −  ૛>D2 Eq. (7)(ܔ
 
 Zp = Vij and  Zp+1 = Vkl 
 
2.1 Properties of ZMs 
 
The Zernike moment functions have the following properties: 
 
• Rotation Invariance 
ZMs based techniques are rotation invariant because they use the magnitudes of ZMs as descriptors for image 
representation and recognition. 
 
• Robustness 
 
ZMs are robust to noise  
 
• Expression Efficiency 
 ZMs are based on orthogonal functions, there is no information redundancy. 
 
• Effectiveness 
An image can be better described and reconstructed by a small set of its ZM than any other types of moments, such as 
geometric moments, Legendre moments, rotational moments, and complex moments in terms of 
mean-square error. 
 
• Multilevel Representation 
A relatively small set of ZMs can characterize the global shape of a pattern, electively. Lower order moments represent 
the global shape of a pattern and higher order moments represent the details. 
 
It is a well-recognized property of moments that they can be used to reconstruct the original function, i.e. none of the 
original image information is lost in the projection of the image on to the moment basis functions, assuming an‘infinite’ 
number of moments are calculated]. For non-orthogonal moments, the reconstruction is not straightforward and 
requires a moment-matching. Suppose that we knows all moments Anr of f (x, y) up to a given order nmax. It is desired 
to reconstruct a discrete function f (x, y) , whose moments exactly match those of f (x, y)up to the given order nmax. 
ZMs are the coefficients of the image expansion into orthogonal Zernike polynomials. By the orthogonal property of 
the Zernike basis :- 

 

Eq. (8) 
Wavelet transform  
 Zhang, Feng and Su [183==39], describes an efficient and robust algorithm for copy-move forgerydetection based on 
(DWT) and pixel-matching. It can detect duplicated regions in a grey-scale image. Further, for each block, a feature 
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vector is built by computing the mean, the sum of the absolute values, the square root of the squared values' sum, the 
standard deviation, and the average residual of the pixels in the block. The method is robust to blurring and edge 
sharpening operations. 
This methods works by first applying DWT to the input image to yield a reduced dimensional representation. Then the 
compressed image is divided into overlapping blocks. These blocks are then sorted and duplicated blocks are identified 
using Phase Correlation as similarity criterion. DWT usage, detection is first carried out on lowest level image 
representation. 
 
1) Step 
Detecting copy-move  forgery in an image in extensive search of  region matches [58].  Preliminary idea that one gets 
to detect copy-move forgery is breaking an image spatially in to blocks of size n * n and comparing the blocks for 
matches. The block size taken should be smaller than the minimum size of assumed forgery. If a part of image is copied 
and pasted at a different position  in to the same image from which it has been derived, it is the forgery introduces 
correlations between the segment copied and the pasted one. This kind of correlation can be detected by extensive 
search for similar segments or pixel blocks in the whole image. Let the image to be investigated is of N pixels with a 
width of Mx pixels and a height of My pixels. Let the minimum copy-move image forgery size be greater than a block 
of  n*n pixels. The image is split into a number of blocks.This is done by scanning the image at every pixel location 
with an  n * n block and extracting pixel values either column or row wise into rows of a two dimensional array. For 
each block we get eight feature vectors. V= v1,v2,v3,v4,v5,v6,v7,v8. All these are stored in an array A.This row and 
column  of the starting pixel of this block. This array has columns and rows. First eight columns will be used in sorting. 
Since features are normalized for the integers so Radix sort is efficient method [comp12]. The highest priority is given 
to feature V1, then the features from V2 to V5 and least for the features V6 to V8. The main advantage of sub blocking 
the blocks in the form of diagonals is that one pixel is contributing in two different sub blocks. So it gives strongly 
correlated features.The index of each pixel block in the array indicates the position of the pixel starting from where the 
block is extracted from the image. Once the image data is gathered into the array, all the rows are compared with all 
other rows to find matches. If two rows are identical it is likely to have two identical patterns of block in image. One 
way of reducing the search duration is by sorting the array in lexicographical order and searching from top to bottom of 
the array for find  identical rows. 
 
Copy-move pairs are identified by searching the blocks with similar feature vectors. The extracted features are first 
arranged as rows of a matrix M. Then, the trivial approach is to compare each feature with all the other features but this 
is expensive in terms of computation time. In fact, each feature will only be compared with a certain amount of its 
neighbours. Among the known methods, the most commonly used is lexicographic sorting [54] that consists of row-
sorting M lexicographically to produce a resulting matrix having similar features adjacent to each other, and 
consequently making them easier to detect. 
 
Lexicographic sorting find the similar block. Once the elements of the 2D array are sorted in lexicographic order and 
analyzed, all the rows of the array are compared for matches. Shift value are  seperate the list. matches and shift’s 
depend on the number of copy-move image performed and the size of the forgery region. More shift value with equal 
value indicate forgery rather than random shift values. 
 

 
Figure. 8. Block scan & array dimension for matching image block. 
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3) Step 
 
The single similarity criterion is not enough to decide on the presence/absence of duplicated region. This is due to the 
fact that most original image might contain one or more pairs of highly similarregions, consequently false matches. 
There is a need to identify characteristics of copy-moved regions to distinguish them from falsely matched ones.  
Using the shift vector between the coordinates of every matched pair of feature vectors adjacent pairs in case of 
lexicographic sorting .It is supposed that all the copy-move pairs must have the same displacement vector. The 
accumulated number of each of the shift vectors is then computed and the large accumulated number is considered as 
eventual presence of a duplicated region. 
 
Detection of duplicate regions: - Array is sorted, and then the rows, representing blocks with very similar features, are 
arranged nearly. For every pair of continous rows which are representing the features of the two respective blocks, we 
find logical distance between these two features, where each feature is considered as an independent dimension. When 
the logical distance is found to be less or equal to a pre-set threshold T1 and the physical distance between the block 
regions is greater of equal to a pre-set threshold T2, a copy move activity in the corresponding blocks is suspected. 
 
Neighbor Shift Matching: For a suspected pair of blocks, the system compares features of nearby blocks of both of 
the blocks of a pair which are at the same vector distance from the corresponding block. 
 

III. USING SPATIAL AND TRANSFORM DOMAIN 
 
3.1 Spatial Domain  
 
In this image is divided into blockd of size n*n  and comparision is done on the actual pixel values. Then the Analysis 
performed in Spatial Domain. It is Much faster. 
 
3.1.1 Method 

The value of a pixel with coordinates (x,y) in the enhanced image is the result operforming some operation on the 
pixels in the neighbourhood of (x,y) in the input image, F. Neighbourhoods can be any shape, but usually they are 
rectangular. 
 
1) Grey scale image manipulation 
The simplest form of operation is when the operator T only acts on a 1×1 pixel neighbourhood in the input image, that 

is only depends on the value of F at (x,y). This is a grey scale transformation or mapping. 
The simplest case is thresholding where the intensity profile is replaced by a step function, active at a chosen threshold 
value. In this case any pixel with a grey level below the threshold in the input image gets mapped to 0 in the output 
image. Other pixels are mapped to 255. 
2) Histogram Equalization 
 
Histogram equalization is a common technique for enhancing the appearance of images. Suppose we have an image 
which is predominantly dark. Then its histogram would be skewed towards the lower end of the grey scale and all the 
image detail is compressed into the dark end of the histogram. If we could `stretch out' the grey levels at the dark end to 
produce a more uniformly distributed histogram then the image would become much clearer.Histogram equalization 
involves finding a grey scale transformation function that creates an output image with a uniform histogram (or nearly 
so). 
 
3.2 Transform Domain 
 
In frequency domain method the image is divided intoblocks and and comparision is done on the actual pixel values 
after applying some kind of Transformation to each blocks frequency domain method is applied and then the copy 
move forgery analysis is performed in frequencydomain.Copy-paste detection algorithm based on frequency domain 
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method on the kind of analysis performed on the collected data can be classified as DWT, DCT DFT, and DST. It is 
more computational complexity involve in the process. Nice robustness to common post processing operation. Works 
even for the images where the attacker has made detection more difficult by applying noise & JPEG quality level 
changes.The idea of blurring an image by reducing its high frequency components or sharpening an image by 
increasing the magnitude of its high frequency components is intuitively easy to understand. However, computationally, 
it is often more efficient to implement these operations as convolutions by small spatial filters in the spatial domain. 
Understanding frequency domain concepts is important, and leads to enhancement techniques that might not have been 
thought of by restricting attention to the spatial domain. 
 
3.2.2 Method 
 
1) Matching quantized dct coefficients (dct): 
 
 Spatially analysing local regions of pixel data, analysis is performed in frequency domain by calculating quantized 
DCT coefficients for the pixel blocks and searched for matches among the blocks. 
 
 
2) Matching dwt blocks (dwt): 
 
This methods works by first applying DWT to the inputimage to yield a reduced dimensional representation .Then the 
compressed image is divided into overlapping blocks. These blocks are then sorted and duplicated blocks are identified 
using Phase Correlation as similarity criterion. Due to DWT usage, detection is first carried out on lowest level image 
representation. 
 
3) Filtering 
Low pass filtering involves the elimination of the high frequency components in the image. It results in blurring of the 
image (and thus a reduction in sharp transitions associated with noise). An ideal low pass filter would retain all the low 
frequency components, and eliminate all the high frequency components. However, ideal filters suffer from two 
problems: blurring and ringing. These problems are caused by the shape of the associated spatial domain filter, which 
has a large number of undulations. Smoother transitions in the frequency domain filter, such as the Butterworth filter, 
achieve much better results. 
 
Homomorphic filtering 
Images normally consist of light reflected from objects. The basic nature of the image F(x, y) may be characterized by 
two components: (1) the amount of source light incident on the scene being viewed, and (2) the amount of light 
reflected by the objects in the scene. These portions of light are called the illumination and reflectance components, and 
are denoted i(x,y) and r(x,y) respectively. The functions i and r combine multiplicatively to give the image function F: 
F(x,y) = i(x,y)r(x,y). 
 

III. CONCLUSION 
 
The developed  system  has been detecting copy- move forgery using block based method and  analysis and  then 
proved to be very effective, efficient, fast, robust, quickly and easy to find the how similar two images are confirmed 
by fake or not. In this study, we proposed a new method based on efficient feature selections.  Copy-move forgery is 
detected by the use of sub blocking method. Our method with stands to detect the duplicated region of original image 
attacked by way of Gaussian noise, JPEG compression, rotation (up to some extent).  Results are not only much 
accurate but also efficient in terms of processing time. Now a days my work  is continue examining copy-move image 
forgery to identify tampered region on reduce the false match rate for future.We propose a method which is more 
efficient and reliable. Use of shift vector and erosion followed by dilation made the results very effective. The method 
is yet to be improved to withstand attacks like of rotation by an arbitrary degree and for scaling. We propose a method 
which is more efficient and reliable in comparison to previous methods. 
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