
 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 
Volume 13, Issue 7, July 2024 

 

 

Impact Factor: 8.423 
 



 
                                             |DOI: 10.15680/IJIRSET.2024.1307068| 

IJIRSET©2024                                      |     An ISO 9001:2008 Certified Journal   |                                        13093 

Social Media Privacy Issue 
 

Aniket Jambhulkar, Dr. Rama Bansode  

P.G. Student, Department of Computer Applications, PES Modern College of Engineering, Pune, India 

Associate Professor, Department of Computer Applications, PES Modern College of Engineering, Pune, India 

 

ABSTRACT: Globalization has led to an increase in internet usage among all peoples. The Internet can be defined as 

an international network which connects millions of computers. It links many millions of individuals globally using the 

TCP/IP standard set of Internet Protocols. Similar to the interlinked hypertext pages as well as operations of the World 

Wide Web (WWW), the internet offers an extensive number of information resources and services. It additionally 

serves as an infrastructure for peer-to-peer networks for peer-to-peer train sharing and telephone conversations. 

Thanks to internet introductory features similar as wide and access, druggiespossess it at any time and from any 

location.still, The internet is definitely open to deliberate attacks.Numerous computer crimes, including hacking, 

spreading malware, Denial of Service (DoS) attacks, fraud, and identity theft, result from this. Now that drug dealers 

have been sequestered, computer crimes like identity theft and fraudulent transactions are receiving a lot more 

attention. As an example, consider the careless stoner who stole knowledge from another stoner by addressing his/her 

Twitter account. The information can be stolen, giving the criminal access to the stoner's account and password. With 

this benefit, the offender can publish anything that could attract other stoners as a trap. 
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I. INTRODUCTION 
 

Social network privacy, talking 'bout the control individuals gotta over the info they share on social networking 

platforms and proteccin' of their personal deets from unauthorized access, use, or disclosure. It embodies the users' 

ability to manage their online identities, limitin' the visibility of their content to certain audiences, and safeguardin' their 

comms from interception or manipulation. Social network privacy gets tangled with a bunch of factors, like user 

settings, platform policies, technological guards, and legal regulations. 

 

1) Trust and User Engagement: Users may roll up on social networks and drop their personal info if they believe their 

privacy's gettin' respected. Keeping info on the down-low builds trust 'tween users and platforms, causin' more 

engagement and retention. 

 

2) Personal Safety and Security: Protectin' privacy helps stop the wrongdoings with personal deets for shady purposes, 

like stealin' identities, cyberstalkin', or harassin' folks. By safeguardin' users' data, social networks can add to their 

overall safety and security online. 

 

3) Individual Autonomy and Control: Privacy gives users the power to make the call 'bout their online identities and 

decide how much personal info they share with others. Honorin' user privacy rights helps boost individual autonomy 

and freedom of expression in the online space. 

 

4) Ethical Considerations: Followin' privacy principles shines a light on social networking platforms' ethical duty to 

respect the privacy choices and rights of their users. Platforms that put privacy first show they're 'bout ethical biz 

practices and corporate social responsibility. 

 

5) Legal Compliance and Reputation Management: Stickin' to privacy laws and rules is key for social networks to 

dodge legal troubles and keep a positive reputation with users, regulators, and stakeholders. Dippin' the ball on 

protectin' user privacy can lead to fines, lawsuits, and harm to a platform's brand image 

 

 

 



 
                                             |DOI: 10.15680/IJIRSET.2024.1307068| 

IJIRSET©2024                                      |     An ISO 9001:2008 Certified Journal   |                                        13094 

II. RELATED WORK 

 
A. Data Collection and Use: Social networks collect vast amounts of user data for targeted advertising, content 

personalization, and algorithmic recommendations. However, Concerns are raised by this data's gathering and user 

consent, transparency, and the potential for data exploitation. 

 

B. Third-Party Access: Social networking platforms often share user data with third-party developers, advertisers, and 

data brokers for various purposes. Third-party access raises the possibility of data leaks, unauthorized data sharing, and 

the creation of comprehensive user profiles without users' knowledge or consent. 

 

C. Security Vulnerabilities: Social networks are prime targets for cyberattacks, hacking attempts, and data breaches 

Owing to the delicate nature of the data they store. Security vulnerabilities in platform infrastructure, authentication 

mechanisms, and data storage systems can compromise user privacy and expose personal data to unauthorized access. 

 

D. Lack of Transparency: Social networking platforms may lack transparency in their data practices, privacy policies, 

and algorithmic decision-making processes. Users may lack knowledge about the ways in which their data is gathered, 

utilized, and distributed trust and confidence in the platform's privacy protections. 

 

E. Regulatory Compliance:There are difficulties in complying with privacy rules and regulations, such as the California 

Consumer Privacy Act, or CCPA, in the US and the GDPR in the EU. social networks operating in multiple 

jurisdictions. Ensuring compliance requires significant resources, expertise, and ongoing monitoring of regulatory 

developments. 

 

III. METHODOLOGY 
 

A. WhatsApp End-to-End Encryption: WhatsApp, a messaging application that is under the ownership of Facebook, 

implemented end-to-end encryption (E2EE) to secure user communications and protect privacy. E2EE ensures that the 

sender and recipient alone are able to access the preventing unauthorized interception or surveillance. WhatsApp's 

E2EE feature has been widely praised for its strong security and privacy protections, enhancing user trust and 

confidence in the platform. 

 

B. App Tracking Transparency (ATT) was introduced by Apple as part of the iOS 14 update to provide customers with 

greater control over their privacy and third-party apps' data tracking. Before tracking a user's behavior across different 

applications and websites for the purpose of targeted advertising, ATT mandates that app developers get the approval 

of the user. By empowering users to opt-in or opt-out of tracking, Apple's ATT initiative enhances user privacy and 

transparency in data practices. 

 

C. The Privacy Sandbox on Google: The Privacy Sandbox on Google initiative aims to improve user privacy on the 

web while balancing the needs of advertisers and publishers for targeted advertising and analytics. The Privacy 

Sandbox proposes privacy-preserving APIs and standards, such as Federated Learning of Cohorts (FLoC) for interest-

based advertising and Privacy Budgets for limiting tracking and data collection. By prioritizing user privacy and data 

protection, Google seeks to enhance user trust and privacy while supporting a sustainable advertising ecosystem. 

 

D. Mozilla's Enhanced Tracking Protection: Mozilla, the organization behind the Firefox web browser, introduced 

Enhanced Tracking Protection (ETP) to mitigate online tracking and protect user privacy. ETPby default disables 

independent tracking cookies and JavaScript. preventing advertisers and data brokers from monitoring users' browsing 

activities without their consent. Mozilla's commitment to privacy and user empowerment aligns with its mission to 

promote an open and safe internet for all users. 

 

IV. CONCLUSION 
 

Throughout this exploration of social network privacy, several key findings and insights have emerged: 

Social network privacy is necessary to protect user autonomy, trust, and dignity in the digital age. Privacy issues on 

social networks encompass data privacy, third-party access, security breaches, and user consent challenges. 
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Technological solutions such as encryption, user-centric design, and decentralized networks can enhance privacy 

protections. Legal and regulatory frameworks, including GDPR and CCPA, participate significantly in protecting users' 

entitlement to privacy and making platforms accountable. Education and awareness initiatives are critical for 

empowering users to protect their privacy, make informed decisions, and advocate for privacy rights. Case studies 

highlight the impact of privacy scandals on user trust and the importance of privacy initiatives in rebuilding trust and 

enhancing transparency. Future directions include predictions for the evolution of social network privacy, opportunities 

for interdisciplinary collaboration, and recommendations for policymakers, industry stakeholders, and users. 
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